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1 Title VII User Guide Introduction 
This user guide provides all Administration for Community Living (ACL) staff users and 
Long-Term Care Ombudsman Program (Ombudsman program) users with information to 
help them become familiar with the ACL Older Americans Act Performance System 
(OAAPS). The intended audience includes ACL Central and Regional Office staff and 
Ombudsman program users.  

1.1 Purpose of OAAPS 
OAAPS is the data submission portal for Ombudsman program users to report annual 
performance data. The Older Americans Act (OAA) and the Ombudsman program rule 
require the Ombudsman program users to independently develop and provide a final 
approval of an annual report to ACL. The National Ombudsman Reporting System (NORS) is 
the required data collection instrument that states must use to fulfill their annual reporting 
requirements. See OMB 0985-0005 for more information about NORS. OAAPS is the tool 
Ombudsman programs use to report their NORS data to ACL.  

2 System Overview 
2.1 Introduction  
This section of the user guide provides general information about OAAPS such as navigating 
the system, where important content can be located, and system security information.  

2.2 OAAPS User Views 
Throughout OAAPS, content is tailored to the needs of both ACL staff and Ombudsman 
program users. While content for ACL staff and Ombudsman program users may be similar, 
there are many differences. To ensure this user guide is helpful for both organization levels 
(ACL staff users and Ombudsman program users), it includes specific guidance when 
content shifts for each organization level.  

2.3 OAAPS Public Pages 
OAAPS may be accessed at the following link: https://www.oaaps-pilot.acl.gov. The public 
view pages, including the Home page and a Resources page, are available to anyone. To be 
able to submit, view, or report data, one must sign in as a user, which can be done using the  
Sign in button at the top right of the page. There is also a link beside the Sign in button that 
users can select if they have forgotten their password. For more information about resetting 
a password, please see the Change Password section. 

2.3.1 Home Tab 
The Home page provides visitors with information about the OAA and the ACL. It also 
contains information about recent system updates, reporting calendar, important dates, and 
upcoming events.  

https://www.oaaps-pilot.acl.gov/
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OAAPS Home Page 

 

2.3.2 Resources Tab 
In addition to the Home tab, visitors to OAAPS can access a Resources tab without signing in 
to the system. 
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OAAPS Pre-Sign In Resources Page 

 

The Resources tab contains resources available for each of the following Titles of the OAA: 

• OAA Title III & Title VII (Ch. 3 & 4): State Performance Report (SPR) 
• Title VI: American Indian, Alaskan Native, and Native Hawaiian Program, Program 

Performance Report (PPR) 
• Title VII: Long-Term Care Ombudsman Program, National Ombudsman Reporting 

System (NORS) 

Visitors can explore to learn what resources are available to the general public. This content 
is also helpful for vendors and information technology (IT) staff. 

2.3.2.1 Title VII Resources Page 

The Resources page provides the following range of resources to support OAAPS users:  

• Reference Materials – contains user guides and quick reference materials 
• Recorded Training – enables users to watch recorded webinars about using OAAPS  
• FAQs – includes expandable question and answers for topics that users have asked 

about, as well as information gained throughout the system development process 
• Technical Documents – contains support materials that list data elements, codes, 

value definitions, and data specifications 
• Upcoming Events – lists submission dates and other dates relevant to each grant 

program (i.e., Title III & VII (Ch. 3 & 4) SPR, VI, or VII of the Older Americans Act) 
• Reporting Calendar – lists important dates related to reporting and data 

submission  
• Contacts – contains contact information for key ACL Central and Regional office 

staff 
• External Resources - provides links to sites relevant to OAAPS users outside of 

ACL.gov 
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Title VII Resources Page 

 



  User Guide 
 

10 
 

2.3.3 Footer Navigation 
At the bottom of each OAAPS page, users can find quick links to additional resources such as 
site support links, partner site links, and points of interest links. The footer also contains the 
ACL logo and copyright information. 

OAAPS Footer 

 
 

2.4 Signing In to OAAPS 
All OAAPS users must sign in to enter, submit, or view data and reports.  

2.4.1 Completing an ACL Titles Sign-on Registration 
When a user account is initially created by a State or ACL administrator, the user is sent an 
invitation email. The email address to which the invitation is sent will be the new user’s 
user ID, so ensure that the administrator has the correct email address. Users must 
complete the registration process upon receiving this email to finish the creation of the user 
account. 

NOTE: The system generated emails sent out during the registration 
process will appear as coming from Microsoft Invitations 
<invites@microsoft.com>. If you do not see these emails in your inbox, 
please check your spam folder. 
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To complete the ACL Titles registration: 

1. In the invitation email, select Get Started. 

 
2. Follow the prompts to complete the registration. The prompts are customized to 

guide new users through the registration process based on whether the user has an 
existing Microsoft 365/Azure account or not. 

a. If the user already has a Microsoft (MS) account, follow the prompts to sync 
the account so it can be used to access OAAPS. 

b. If the user does not have a Microsoft 365/Azure account, or does not wish to 
use an existing account, follow the prompts to create a new one. 

3. After completing the registration, if not automatically directed there, navigate to the 
OAAPS Home page. 

 
4. Select Sign in. 
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5. On the Microsoft pages that follow, enter the user ID (email address used when 
creating the account) and password and select Sign in. 

Once the user is authenticated and signed in, their Dashboard will display. 

2.4.2 Returning User Sign In 
To sign in to OAAPS again: 

1. From the OAAPS Home Page, select Sign in. 
2. Enter the user ID and password. 

NOTE: Some browsers may remember a user ID automatically, or they may 
show more than one user ID. In such cases, select the appropriate user ID 
and enter the password. 

3. Select Sign in. 

Once the user is authenticated and signed in, their Dashboard will display. If a user’s sign in 
failed, they may need to sign out of their other accounts or browsers before successfully 
signing in. The following possible sign in failure messages may occur:  

• If the user ID and password combination is incorrect, you will see a message that 
says, "Your sign in attempt was not successful. Please try again." 

• After 10 attempts, your account will be locked for a period of time, and you will 
need to return and sign in after one minute at first and longer in subsequent 
attempts. 

2.5 Navigating OAAPS 
After signing in to OAAPS, every page of the system has a header that contains the ACL 
OAAPS logo, a customized greeting that displays the user’s ID, and a link to sign out of the 
system. 

OAAPS Header 

 
If a user has to access data related to more than one of the OAA grant programs (For 
example, ACL Central Office users), a Current Title drop-down list is shown below the sign 
out link. This list shows the program (SPR, NORS, or Tribal Grants Program) in which the 
user is currently working, and the user can select the drop-down list to switch to a different 
program.  
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Switching Titles Drop-Down List 

 
  
2.5.1 Main Navigation Tabs 
A blue navigation bar below the header provides the main navigation for OAAPS.  

OAAPS Main Navigation Bar 

 
The following tabs are available in this navigation bar: 

• Dashboard: This is the default tab that displays after signing in to OAAPS. It 
displays information such as submission statuses, reports, resources, and upcoming 
events. For more information, please see the Dashboard section.  

• Data Submissions: This tab is where the majority of users complete their tasks. The 
content of this section will shift, depending on the user’s permissions and 
organizational level (e.g., SUA, LTCOP Office, AAA, and Tribe). In general, users 
complete the following tasks: input data, validate data, check for variances, submit 
data for review, and review data. For more information about this section, please 
see the Data Reporting and Submissions section.  

• Analysis Reports: This tab contains important reports that users will need to run 
and access. Depending on a user’s permissions, they can view reports, generate 
reports, and set data exports. For more information about reports, please see the 
Reports section. 

• Resources: This tab houses a variety of resources including user guides, recorded 
webinars, frequently asked questions, technical documents, upcoming events, a 
reporting calendar, contact information, and more. For more information, please see 
the Resources section. 

• Administration: This tab is only available for users with administration 
permissions. It is where administrators can search, add, and manage users. For 
more information, please see the User Management section.  

• Profile: This tab enables users to change their password or profile settings. For 
more information, please see the My Profile section.  
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2.5.2 Dashboard Tab 
The Dashboard opens automatically when users sign in to OAAPS. From here, users can see 
an overview of the report(s) that they are able to interact with. The content of the 
dashboard varies by the user’s organizational level. 

2.5.2.1 Ombudsman Program User Dashboard 

For Ombudsman program users, the Dashboard tab provides a high-level view of their 
report status. It lists the user’s state, the status of their current report, and when the last 
update was made. 

Report Status Table 

 

The reporting status can be one of the following values: Not started, In progress, Submitted, 
In review, Returned to the state for additional information or clarification, Approved, or 
Locked. 

If users want to see the full status history of the report, they can select “View status history”. 



  User Guide 
 

15 
 

View Status History Link 

 

 

 

Selecting “View status history” will direct users to a status history table which lists each 
change to the report’s status. Users are able to print the table, if desired. 

Status History Table 

If users want to view reports from other years, they can do so using the Reporting Period 
drop-down list. This drop-down list shows all available reporting periods. 

Reporting Period Drop-Down List 

At the bottom of the Dashboard tab, Ombudsman program users can see a list of recent 
system updates, important reporting calendar dates, and upcoming events, like webinars. 
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Recent System Updates, Reporting Calendar, and Upcoming Events 

 

 

2.5.2.2 ACL Staff User Dashboard 

For ACL staff users, the Dashboard tab displays the report statuses for all regions and states 
that the user can access. Rather than list all of the states and their statuses, the State 
Submission Statuses table provides a count for how many state reports are in each status. 

State Submissions Table 
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ACL staff users are able to filter the regions in the table by selecting a specific region in the 
All Regions drop-down list. If users would like to change the default states shown in the 
table, they can change their states options in their profile. For more information, please see 
the Default States section. 

Regional Drop-Down List 

 

 

ACL users can also view reports from other years using the Reporting Period drop-down 
list. This drop-down list shows all viewable reporting periods. 

Reporting Period Drop-Down List 

At the bottom of the Dashboard tab, ACL staff users can see a list of recent system updates, 
important reporting calendar dates, and upcoming events, like webinars. 
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Recent System Updates, Reporting Calendar, and Upcoming Events 

 

 
 
 

 
 

2.5.3 Data Submissions 
Depending on a user’s organizational level, the Data Submissions tab provides: 

• Information about the status of a report(s), 
• Options for managing submissions, or 
• Options for reviewing submissions. 

To navigate to the Data Submissions tab: 

1. On the main navigation bar, select the Data Submissions tab. 

2.5.3.1 Ombudsman Program User Data Submission Tab 

For Ombudsman program users, the Data Submissions tab provides information about the 
status of their report and gives them options for entering data, completing their report, and 
managing their submission. 
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Data Submissions Tab for Ombudsman Program Users 

 

The Data Submissions tab is broken into multiple sections that enable users to upload, 
enter, and edit different report data. Most sections coincide with the sections of the annual 
performance report. The sections are grouped under two menus: the Current Reporting 
menu and the Variance Analysis menu. 
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Data Submission Sections 

 

2.5.3.1.1 Overview Section 

When Ombudsman program users select the Data Submissions tab, the Overview section 
displays by default. 
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Overview Section 
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The Overview section contains an overall status of the user’s current report, the ability to 
export the report, details about the status of each report section, and tools to complete and 
submit the report. 

2.5.3.1.1.1 SECTION STATUS TABLE 

The Section Status Table in the Overview section includes important features and functions 
that help Ombudsman program users manage all aspects of the reporting process. Each row 
of the Section Status Table represents a report section, and the table below describes what 
each column contains: 

Column Name Description Field Values/Example 

Section This column lists all the 
sections included in the 
report. 

• Cases and Complaints  
• Complaint Examples  
• System Issues 
• Organizational Structure 
• Staff and Volunteers 
• Organizational Conflict of Interest 
• Funds Expended 
• Facility 
• Program Activities 

Data Entry Status This measures the user’s 
progress in each section of 
the report. 

• Not started 
• In progress 
• In progress with errors 
• Validated 
• Variance explanations required 
• Variance explanations provided 
• No significant variances 
• Submitted  
• In review 
• Approved 
• Returned 

Last Update This tells the user when 
data was last entered or 
edited, including who 
edited or entered the data. 
It also includes the editor’s 
user ID. 

05/17/2018 at 1:10 PM by  
[user’s ID] 

Actions This identifies what action 
the user can perform for 
each report section. 

• Enter data  
• Upload data  
• Validate section  
• Enter explanations 
• View errors  
• View data 
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2.5.3.1.1.2 TOOLS TO COMPLETE AND SUBMIT REPORTS 

At the bottom of the Overview section, users find the following three tasks required to 
complete the report after they have uploaded and entered all their data: 

1. Validate All Data  
2. Generate Variances  
3. Submit for Review 

Report Completion Tasks – Not Started 

 

Ombudsman program users must complete each step in order. For example, users cannot 
generate the two-year variance report until they have validated data in all sections of the 
report. Once a step is complete, it will be highlighted in green. 

Report Completion Tasks – First Task Completed 

 

For more information about these steps, please see the ACL Staff User Tasks section. 

2.5.3.1.2 Manage Uploads Section 

The Manage Uploads page enables Ombudsman program users to upload, review, merge, or 
overwrite data files.  
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Manage Uploads Section – Before Files are Uploaded 

 

Manage Uploads Section – After Files are Uploaded 

 

The following table shows which data must be uploaded and which data can be uploaded or 
manually entered: 

Upload Only Upload or Manually Enter 

• Cases and Complaints  • Organization Structure 
• Staff and Volunteers 
• Funds Expended 
• Facility 
• Program Activities 

Note: Complaint Examples, System Issues and Organizational Conflict of 
Interest sections can only be manually entered. 
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2.5.3.1.2.1 UPLOAD LOG TABLE 

Once files have been uploaded to OAAPS, the Manage Uploads section will contain an 
Upload Log table that displays the following information about each file uploaded: 

Column Name Description 

File This column includes the name of the file that was uploaded, the 
date and time of the upload, and the user ID of the person who 
uploaded the file. 

Type This column explains the type of file that was uploaded. The 
following file types may be included: 

• New data: The file contains data that was not previously 
uploaded. 

• Overwrite: The file replaces data that was previously 
uploaded. 

• Merge: The file contains data that was merged with 
previously uploaded data. 

Sections Included This column lists the report sections that were included in the 
upload. 

Comments This column includes comments that the user entered on the 
Upload File page when they uploaded the file. This is not a 
required field and can be left blank. 

For more information about uploading and editing files, please see the Uploading Data Files 
section. 

2.5.3.1.3 Cases and Complaints Section 

Data for the Cases and Complaints section of the state report must be uploaded. Once data 
have been uploaded, the Cases and Complaints section takes the uploaded data and 
populates tables showing the reported data.  
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Cases and Complaints Section 
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The table below highlights the data tables included in the Cases and Complains section: 

Table Name Description 

Case Summary This table shows the number of closed cases and a breakdown of 
how many cases there were for each complaint type in either a 
nursing facility, residential care community, or other setting. 

Complaint 
Summary 

This table shows the number of complaints and a breakdown of 
how many complaints there were for each complaint category in 
either a nursing facility, residential care community, or other 
setting. 

Complaint 
Verifications 

This table breaks down the number of verified and unverified 
complaints in either a nursing facility, residential care 
community, or other setting. 

Complaint 
Dispositions 

This table separates the number of complaint dispositions by 
type of outcome in either a nursing facility, residential care 
community, or other setting. 

 
2.5.3.1.4 Complaint Examples Section 

The Complaint Examples Section is where Ombudsman program users must manually enter 
information regarding at least two, and up to three, complaints during the reporting period. 
These are entered on separate pages under the Complain Examples section. There is also a 
page for an optional third example. 

If case and complaint data have been uploaded, users can look up a case number to pre-fill 
the information. Otherwise, they must manually enter the details about the complaint. 
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Complaint Examples Section 

 

2.5.3.1.5 System Issues Section 

In the System Issues section, Ombudsman program users must manually enter at least two, 
and up to three, priority long-term care systems issues. Each issue, including the optional 
one, has a separate page where the needed data are entered. 
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System Issues Section 
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2.5.3.1.6 Organizational Structure Section 

Ombudsman program users may either upload or manually enter data in the Organizational 
Structure section. In the fields provided, users must indicate the location of the Office of the 
State Long Term Care Ombudsman (LTCO) and the location of local Ombudsman entities, if 
applicable. 

Organizational Structure Section 

 

2.5.3.1.7 Staff and Volunteers Section 

For the staff and volunteers report section, Ombudsman program users may either upload 
or manually enter data. If they choose to manually enter data, they can do so in the Staff and 
Volunteers section. Users provide information about the total number of staff and the FTE’s 
who work on behalf of the Ombudsman program.  
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Staff and Volunteers Section 

 

2.5.3.1.8 Organizational Conflicts of Interest Section 

Ombudsman program users must manually select from the list of organizational conflicts of 
interest (or add any conflict not on the list) and the steps taken by the State agency and the 
Ombudsman to remedy or remove the conflicts.  

NOTE: For the first year, there will be no organizational conflict data 
already entered into the system. Ombudsman program users must enter 
each conflict manually. In the following year, they can select from the 
conflicts entered the prior year. 

In subsequent years, Ombudsman program users may select ongoing conflicts from last 
year's submission or add a new one. If they add a new conflict, they must select the type and 
location of the conflict from drop down lists and include a description of the steps taken 
using less than 3,400 characters (or about 500 words). If there are no identified conflicts 
among the State office or local Ombudsman entities, in the middle of the page, Ombudsman 
program users may select the “No conflicts were identified among the State Office or local 
Ombudsman entities” checkbox. 
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Organizational Conflicts of Interest Section 

 

2.5.3.1.9 Funds Expended Section 

Ombudsman program users must report funds expended on Ombudsman program 
activities authorized under OAA. Amounts which were budgeted or obligated, but not spent 
should not be included. In-kind resources should not be included. Users can add or edit 
additional federal, state, and local funding sources by selecting the appropriate drop-down 
menu on this page. 

Ombudsman program users may either upload or manually enter data for the funds 
expended report section. If users choose to manually enter the data, they can do so in the 
Funds Expended section. 
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Funds Expended Section 

 

NOTE: Because all fields are required, each field must have a value. If there 
is no data for a field, enter a zero. For data that has an option to select 
“There are no… sources,” if there is no data, users can select that checkbox 
and will not have to enter any value (including zero) into that field. 
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2.5.3.1.10 Facility Section 

For the facility report section, Ombudsman program users may either upload or manually 
enter data. If they choose to manually enter data, they can do so in the Facility section.  

Facility Section – Numbers and Capacity 

 

Users must report the number and capacity (number of beds) of nursing homes and 
residential care communities (RCCs). 

Users must also provide the following specific information about RCCs in their state:  

• The names of the type of RCCs  
• The state’s definition for these facilities 
• The minimum and maximum number of beds permitted by the license or other 

regulatory designation, if applicable 
• Indicate no minimum or maximum, if applicable 
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Users have the ability to copy over this data from previous years by selecting Select from 
last year’s submission. 

Select from Last Year’s Submission Button 

 

NOTE: For the first year that OAAPS is released, all data must be entered. It 
cannot be pulled from the previous year. 

2.5.3.1.11 Program Activities Section 

Ombudsman program users may either upload or manually enter their program activities 
data. If users choose to manually enter data, they can do so in the Program Activities 
section. To save time, users can upload their data and review it in the Program Activities 
section. This section is where Ombudsman users must report on other types of program 
activities, such as visits, work with resident and family councils, etc. 
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Program Activities Section 
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2.5.3.1.12 Explanation of Variances Section 

The Explanation of Variances section is where Ombudsman program users provide 
explanations for variances in their report data. This section is only accessible after users 
have generated the variances for their report.  

Explanation of Variances Section 

 

For more information about how to generate variances and enter explanations, please see 
the Step 3: Identify/Explain Variances section. 
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2.5.3.2 ACL Staff Data Submissions Tab 

For ACL staff users, the Data Submissions tab provides the functions and features that 
enable ACL staff users to monitor the status of one or multiple states throughout the 
submission process. This tab enables ACL staff users to review the actual data that 
Ombudsman program users submit, and to return the submission for clarification or 
additional information. It also permits ACL staff users to approve and lock submissions. ACL 
staff cannot view state data before a state submits them (i.e., data that are “In Progress”). 

Data Submissions Tab for ACL Staff Users 

 

2.5.3.2.1 All State Submissions Table 

The All State Submissions table shows all the states that the ACL staff user is able to monitor 
and interact with.  

ACL staff users can customize their view in different ways by selecting default states and 
regions in their profile settings or by filtering their view. For more information about profile 
settings, please see the Default States section. If users have too many states to view on one 
page, they can use the table filters to narrow down the states shown. ACL staff users are 
able to filter by: 

• Region/State Group 
• State 
• Federal Fiscal Year 
• Status 
• Last Date Updated 
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Filters for the All State Submissions Table 

 

If a state report has been submitted, ACL staff users can begin interacting with state data 
using the Actions column of the table. 

All State Submissions Table – Action Column 

 

Depending on their permissions, ACL staff users can also change the status, lock, or unlock 
multiple states at once using the Actions on multiple states drop-down list. 

Actions on Multiple States Drop-Down list 

 

2.5.3.2.2 State Submission Review Page 

The State Submission Review page enables ACL staff users to begin, track, and complete 
their review of the states they are assigned to review. 
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To Access a State’s Submission Review Page: 

1. In the main navigation bar, select Data Submissions. 

 
2. In the All State Submissions table, locate the state under review. 

 
3. In the Action column for that state, select View. 

 

 

From the State Submission Review page, ACL staff users can view data and variance 
explanations for a state. They can also export a copy of the data and view a report’s 
submission history. 

ACL staff users complete their review of a state’s report by entering their decision and 
comments on the State Submission Review page. 

For more information about the review process, please see the Step 2: Reviewing 
Submissions section. 
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State Submission Review Page 
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2.5.4 Analysis Reports Tab 
The Analysis Reports tab provides all users with a variety of built-in reports. 

Analysis Reports Tab 

 

For more information about reports, please see the Reports section. 
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2.5.5 Resources Tab 
The Resources tab provides reference materials, training, technical documents and 
templates, calendars of events and due dates, contact information for OAAPS points of 
contact, and frequently asked questions. For more information, please see the Resources 
Page section. 

Resources Tab 
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2.5.6 Administration Tab 
The Administration tab is only available for administrators. This tab is where 
administrators can search for, add, and edit other users. For more information, please see 
the User Management section. 

Administration Tab 

2.5.7 Profile Tab 
The Profile tab is where all users can edit their user notifications or change their password. 
For more information, please see the My Profile section. 

Ombudsman Program User – Profile Tab 

ACL Staff – Profile Tab 
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2.6 Security 
OAAPS uses multiple approaches for security of the site and of individuals. 

2.6.1 Multi-factor Authentication (MFA) 
Federal security requirements mandate the use of multi-factor authentication (MFA) for 
confirming the identity of the person using the system. The OAAPS system will be a Two-
Factor authentication system requiring a user password and verification from a user device 
such as a cell phone.  

2.6.2 Single Sign On (SSO) 
OAAPS uses Single Sign On (SSO) to log in and maintain a user’s session. SSO is completed 
behind the scenes when a user signs in to OAAPS. When users select “Sign in”, the 
application redirects them to Microsoft’s SSO for authentication. Upon authenticating, the 
system signs them in to Microsoft’s SSO and redirects them back to OAAPS as a signed in 
user. At that point, the user is signed in to two applications: Microsoft’s SSO and OAAPS. 
Signing out works the same way, but it logs the user out in both applications. 

While working in OAAPS, the application will periodically renew a users’ session behind the 
scenes. This renewal hinges on remaining logged in to Microsoft’s SSO. For instance, let’s 
say a user has a different account that uses Microsoft’s SSO, and they need to gain access 
into that system. Users can open a new browser window, sign out of the original SSO, and 
use different credentials to sign into the different system. At that point, the user’s OAAPS 
session is still valid, but the application cannot renew their OAAPS session. Therefore, when 
session renewal fails, the systems fail safe is to log the user out and require them to sign in 
again to proceed. 

2.6.3 Personally Identifiable Information (PII) 
Personally Identifiable Information (PII) refers to information that can be used to 
distinguish or trace an individual’s identity, either alone or when combined with other 
personal or identifying information that is linked to a specific individual. Examples include 
name, date and place of birth, email address, and phone numbers. OAAPS uses Azure Active 
Directory (AD) for identity management and PII information is stored there for 
authentication purposes only. User information is not included in any reports or exported 
outside of OAAPS.  

2.6.4 Encryption 
All communications between the user’s browser and OAAPS are encrypted with the Secure 
Sockets Layer (SSL) protocol. All browser requests to OAAPS will enforce Hypertext 
Transfer Protocol Secure (HTTPS) connections, encrypting all communication between the 
server and client. 

2.6.5 Passwords 
Passwords are used to ensure that only approved users are able to access OAAPS. For more 
information about selecting and changing passwords, please see the Profile section. 
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3 User Management 
3.1 Introduction  
This section contains information on how to manage user accounts in OAAPS. Each user is 
able to manage some aspects of their own account, and administrators are able to create 
and manage users below their level. The intended audience for this content includes 
administrators and general users at both the ACL and state Ombudsman program levels.  

3.2 User Management Overview 
Administrators can add new users, view user information, update users, and deactivate 
users in the Administration tab in OAAPS. 

Administration Tab 

3.2.1 User Organization Level 
For Title VII, OAAPS users can have one of two organization levels: 

• ACL staff user
• Ombudsman program user

The content of the Administration tab can change depending on the user’s organization 
level. This user guide will highlight what content is different for ACL staff users and 
Ombudsman program users. 

3.2.2 Roles and Permissions 
A role designates the types of tasks a user can perform within the system, while a 
permission is a user’s ability to perform specific system functions. A role is assigned certain 
permissions in order for the user to accomplish the tasks they are required to perform. 
Based on what tasks each OAAPS user must accomplish, they are provided with some 
combination of data access and entry, roles, data review roles, and/or administration role. 

3.2.2.1 Data Access Roles 

In OAPPS, each user is assigned one of the following Data Access roles: 

• View data – allows access to view data, but the user cannot edit or submit data for
review

• View and edit data – allows access to view, edit, and submit data for review
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3.2.2.2 Data Review Roles for ACL Staff Users 

In addition to the data access role, ACL staff users may or may not be assigned one or both 
of the following Data Review roles: 

• Approve/Return data – gives the user the ability to approve submitted data or
return submitted data

• Lock data – gives the user the ability to lock approved data so that it cannot be
edited

3.2.2.3 Administration Role 

Some users will receive an Administrator role, which enables them to manage other user 
accounts. An administrator can add a new user and search for a user to view details and 
update permissions. 

3.3 Manage User Accounts – Ombudsman Program 
Administrators 

Administrators have the ability to manage users who fall under them in the user hierarchy. 
For example, Ombudsman program administrators can only manage other Ombudsman 
program users within their own state. 

To begin managing users: 

1. In the main navigation bar, select Administration.

When selecting the Administration tab, the View User page displays by default. The 
navigation menu shows the following sections: View User and Add New User. 

Administration Navigation Menu for Ombudsman Program Users 
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3.3.1 View User Section for Ombudsman Program Administrators 
Ombudsman program administrators have fewer users to oversee than an ACL 
administrator. Because of this, Ombudsman program users have a View User section. 

The View User section enables Ombudsman program administrators to view, add, and edit 
other users. Administrators can also use the filters to narrow down the list of users shown 
on the page. 

To view more information about a user, under the Action column, select the View button. 

View User Section 

The view user page shows the user’s general information and roles. An administrator will 
be able to edit the user. To learn more about editing users, please see the Editing Users 
section. 

3.3.2 Add New User 
The second section of the Manage Users navigation menu is Add New User. The Add New 
User section enables administrators to create new users for OAAPS.  
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To add a new user: 

1. In the main navigation bar, select Administration.
2. Under the Manage Users navigation menu, select Add New User.

3. Under Add New User, select the user’s group.
4. Fill in the following fields for the user’s general information:

a. First Name – user’s first name
b. Last Name – user’s last name
c. Email – the user’s work email address
d. Phone – the user’s phone number

NOTE: All of the fields are required. 

5. Select Next.
6. Under the Title VII tab, select the user’s role(s). The options are:

a. Data Access
i. View

ii. View and edit
7. Select Add role to user.

8. Select Save.

The new user is saved in OAAPS, and you can view them on the view user page. 

3.3.3 Edit User 
OAAPS administrators can edit user information for existing users. 

To edit a user: 

1. In the Administration tab, on the View User page, locate the user to edit.
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2. In the Action column for the user, select View.

3. In the user profile, edit the fields that need to be updated.
4. When the user profile is updated, select Save.

After the update is saved, the user information is updated and can be viewed on the view 
user page. 

NOTE: If all of a user’s roles are removed, the user will automatically be 
removed from the system. 

3.4 ACL Administrators – Managing User Accounts 
Administrators have the ability to manage users who fall under them in the user hierarchy. 
For example, an ACL administrator can manage other ACL users and Ombudsman program 
users.  

To begin managing users: 

1. In the main navigation bar, select Administration.

When selecting the Administration tab, the Find User page displays by default. The 
navigation menu shows the following sections: Find User and Add New User.  

Administration Navigation Menu for ACL Administrators 
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3.4.1 Find User Section 
The Find User section enables ACL administrators to search for another user. 

Find User Section 

A full list of users can be viewed by not filling in any search fields. However, search results 
can be narrowed down by filling in some or all of the following fields: 

• First Name – type in the first name of the user
• Last Name – type in the last name of the user
• Email – type in the email address of the user
• Organization – select an organization from the drop-down list
• Status – select a status, such as active or inactive, from the drop-down list
• Role – select the checkbox(es) of the user’s role(s)

After entering the search criteria, select Submit to run the search. If the search fields are 
filled out incorrectly, select Clear search to reset the search criteria. 

When the search is complete, the results will display at the bottom of the page. By default, 
the search results display in a table format with the users listed alphabetically by last name. 
The search results table contains the following fields:  

• Last name
• First name



User Guide 

53 

• Contact Information
• Title Affiliation
• Status
• Action

If desired, the search results can also be sorted by first name, level, organization, email, or 
status. To sort by a different column, select the column name. 

Find User Search Results 

To view more information about a user, under the Action column, select View. 

The user page shows the user’s general information and roles. An administrator will be able 
to edit the user. To learn more about editing users, please see the Edit Users section. 

3.4.2 Add New User 
The second section of the Manage Users navigation menu is Add New User. The Add New 
User section enables administrators to create new users for OAAPS.  
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To add a new user: 

1. In the main navigation bar, select Administration

2. Under the Manage Users navigation menu, select Add New User.

3. Under Add New User, select if the new user will be an ACL or State (Ombudsman
program) user.

4. Fill in the following fields to add the new user:
• First name
• Last name
• Email
• Phone

NOTE: All of the fields are required. 

5. Select Next.
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6. On the User Details page, if it is not already selected, select the Title VII tab.

7. Under Permissions, select the user’s role(s). Depending on your administrator level,
you may have the following options:

Options for a new ACL user Options for a new Ombudsman program 
user 

• Data Access – ACL users only have a
“View data” option

• Administration – enable the checkbox if
the user will be an administrator. This
will only be available if a user is
creating an administrator at a lower
level than themselves.

• Data Review – “approve/return data”
and/or “lock data”

• Data Access – choose “View data” or
“View and edit data”

• Administration – enable the checkbox if
the user will be an administrator

8. Select Add role to user.

9. Select Save.
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3.4.3 Edit User 
OAAPS administrators can edit user information for existing users. 

To edit a user: 

1. In the Administration tab, search for a user.
2. In the search results, locate the user to edit.
3. In the Action column, select View.

4. In the user profile, edit the fields that need to be updated.
5. When the user profile is updated, select Save.

After the update is saved, the user information is updated and can be viewed on the find 
user page. 

NOTE: If all of a user’s roles are removed, the user will automatically be 
removed from the system. 

3.5 Profile 
OAAPS users may make changes to their profile settings. 

To access profile settings: 

1. In OAAPS, on the right side of the top navigation tabs, select Profile.

2. Select the Profile section you wish to access.

NOTE: Some users have access to different features, but all users have the
option to change their password and update their notification preferences. 
Below is a table of profile sections for the different organization levels. 

ACL Staff Users State Users 

• Notifications
• Default States
• Change Password

• Notifications
• Change Password
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3.5.1 Notification Preferences 
By default, OAAPS sends out email notifications when certain events occur. These 
notifications are sent to the user’s designated email address (the same one used for their 
user ID).  

The Notification Preferences page enables users to select which notification they would like 
to receive from OAAPS.  

Notification Preferences for an Ombudsman User 
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The table below lists the OAAPS notifications that users can opt in or out of. 

ACL Staff Users State Users 

• In Progress to Submitted: a notification
is sent when state data have been
successfully submitted to ACL

• Submitted to In Review: a notification is
sent when ACL has begun the review of
submitted data

• In Review to Approved: a notification is
sent when ACL has approved state data

• In Review to Returned: a notification is
sent when ACL has returned data to the
state for rework/ corrections

• Approved to Locked: a notification is
sent when ACL has locked state data.

• In Progress to Submitted: a notification
is sent when state data have been
successfully submitted to ACL

• Submitted to In Review: a notification
is sent when ACL has begun the review
of submitted data

• In Review to Approved: a notification is
sent when ACL has approved state data

• In Review to Returned (cannot opt
out): a notification is sent when ACL
has returned data to the state for
rework/corrections

• Approved to Locked: a notification is
sent when ACL has locked state data

Note: There are some notifications that users cannot opt out of. 

After the user has made changes, they can select Save to save their changes, or Cancel to 
leave the page without saving any changes. 

3.5.2 Change Password 
OAAPS users may change their password at any time. 

NOTE: If a user already has an MS account with the same email address 
that is used for OAAPS, they cannot change their password from OAAPS. 
Instead, they need to change their password through the original MS 
account (such as email). 

To change a password: 

1. In OAAPS, on the right side of the top navigation tabs, select Profile.
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2. In the drop-down list, select Change Password.

3. On the Change Password page, enter the old password, the new password, and
confirm the new password.

4. Select Submit.

OR

1. In OAAPS, in the upper right-hand corner of the page, select the username.
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2. Under Manage account, select Change Password.

3. On the change password page, enter the old password, the new password, and
confirm the new password.

4. Select Submit.

The password will be updated in OAAPS, and the user will be returned to their profile page. 

3.5.2.1 Password Requirements 

All passwords must meet the following requirements: 

1. Passwords must be a minimum of 8 characters and a maximum of 16 characters.
2. Passwords must contain three out of four of the following:

a. Lowercase characters
b. Uppercase characters
c. Numbers: 0-9
d. Symbols: @ # $ % ^ & * - ! + =( ) []{ } \ | ` ~; : _
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When changing a password, a colored indication will display, showing whether the 
password is strong or not. 

3.5.3 Forgotten Password 
If a user has forgotten their password, it can be reset. 

NOTE: If a user already has an MS account with the same email address 
that is used for OAAPS, they cannot change their password from OAAPS. 
Instead, they need to change their password through the original MS 
account (such as email). 

To reset a password: 

1. On the Sign in page, select Forgot my password.

OR 

On the OAAPS homepage, select Forgot password. 
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2. On the Get back into your account page, ensure the user ID is accurate.

3. To confirm that a robot is not trying to change your password, enter the special
characters in the text field.

4. Select Next.
5. After receiving a password reset email, follow the instructions to reset the

password.
3.5.3.1 Locked Out 

After 10 unsuccessful attempts to sign in, a user is locked out for one minute. Further 
incorrect sign in attempts lock out the account for increasing durations.  

3.5.3.2 Timed Out 

If a user has been inactive for 10 minutes, they will receive a warning stating that they will 
be signed out if they stay inactive. If the user remains inactive for 5 more minutes, they are 
signed out and need to sign in again. 

3.5.4 Default States 
ACL staff users have access to another user profile setting called default states. This setting 
enables ACL staff users to select the default states that appear in their dashboard summary 
and data submissions filter. Users can select to see all states or see a subset of selected 
states. 



User Guide 

63 

To access default states settings: 

1. In OAAPS, on the right side of the top navigation tabs, select Profile.

2. In the drop-down list, select Default States.

3. Select the states setting desired.

4. Select Save.
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4 Data Reporting & Submissions 
4.1 Introduction 
In the Data Reporting & Submissions section, users can learn how to report and submit data 
and how to review and approve submitted data. The following users are responsible for 
completing these tasks: 

• Office of the LTCO programs users (with appropriate permission)
• ACL staff who review and approve Ombudsman program data (with appropriate

permission)

4.1.1 Data Tasks 
Ombudsman program users are responsible for reporting and submitting data, and ACL 
staff users are responsible for monitoring, reviewing, and approving submissions. The 
following table lists the main tasks for each type of user: 

ACL Staff Users Ombudsman Program Users 

1. Monitor status of submissions
2. Review submissions
3. Return submissions for corrections,

if applicable
4. Approve submissions
5. Lock reports

1. Upload and enter data
2. Validate data
3. Identify/explain variances
4. Respond to returned reports
5. Submit data and re-submit

It is recommended that Ombudsman program users and ACL staff users review the full data 
reporting process (reporting and submitting data and reviewing and approving 
submissions) to ensure all users understand the entire process. 

4.2 Ombudsman Program User Tasks 
The Ombudsman program user must follow specific steps when reporting and submitting 
data to ACL, as shown in the image below: 

4.2.1 Step 1: Upload and Enter Data 
To begin completing the annual performance report, Ombudsman program users upload 
data files or manually enter data into OAAPS for each section of the report. While users have 
a choice in how some data are entered into the system, other data can only be entered in a 
specific way. The table below shows how each section of data must be entered: 

Step 1:
Upload 

and Enter 
Data

Step 2:
Validate 

Data

Step 3:
Identify/ 
Explain 

Variances

Step 4: 
Submit 

Data
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Upload Only Upload or Manually Enter Manually Enter 

• Cases and Complaints • Organization Structure
• Staff and Volunteers
• Funds Expended
• Facility
• Program Activities

• Complaint Examples
• System Issues
• Organizational

Conflicts of Interest

Note: The Action column in the Section Status Table tells users which 
options are available for each section of the report at each point in the 
process. 

4.2.1.1 Uploading Data Files 

Ombudsman programs will use data files created by their software vendor or created by 
their in-house IT staff. To successfully upload these data files, they must match the 
prescribed OAPPS templates.  

Prior to uploading a file, ensure that the file meets these requirements: 

• Saved in a location where it can be found - For example, on your desktop or in a
special folder clearly labeled

• Saved in one of the following valid file formats: .csv, .xls, .xlsx, or .xml
• Follows the prescribed OAAPS templates

NOTE: Work closely with your IT staff or vendor to understand how to
access, download, and save the data files so they can be uploaded to OAAPS. 

To upload a new data file: 

1. On the main navigation bar, select Data Submissions.
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2. In the Current Reporting menu, select Manage Uploads.

3. Select Upload a new file.
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4. In the Upload a New File page, select Browse.

5. Navigate to and select the appropriate file and select Open.

6. In the Upload a New File window, under “Select sections included in this upload”,
select one of the following:

 Cases and Complaints: Select this if the file contains only case and
complaint data.

 All Other Sections: Select this if the file contains data for one or more other
sections of the report.
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7. If desired, in the Upload comments box, enter comments about the data being
uploaded.

NOTE: After the file is uploaded, these comments will display in the Upload 
Log table on the Manage Uploads section. 

8. Select Upload File.

If the upload is successful, a green banner appears at the top of the page. 

If errors were identified, a red banner appears at the top of the page, telling users that one 
of the following errors was found: template, business rule, or formatting. 
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Upload Error Warning 

4.2.1.1.1 What Happens During Upload? 

Once you select a file to upload, the system will verify the following: 

• Correct template: If you attempt to upload a file that does not match the required
file type or include the proper headers, you will be prompted to upload a new file.
Valid file formats are: .csv, .xls, .xlsx and .xml

• Format validation: If you attempt to upload any data that does not match the data
format expected for a given field, you will be presented with a list of errors. You will
be asked to fix the errors in the file and attempt the upload again. For example,
dates must be in mm/dd/yyyy format.

• Business rule validation: If you attempt to upload Cases and Complaints data that
does not pass business rule validations, you will be presented with a list of errors.
You will be asked to fix the errors in the file and attempt the upload again. For
example, the case opened date must be on or before the case closed date.

• Subsequent cases and complaints data: Any subsequent uploads of cases and
complaints data will replace (i.e., overwrite) previously uploaded data.

• Duplicate data for All Other Sections (non-cases and complaints) data: If you
attempt to upload data for fields already populated in the report, you will be asked
to either merge the data (add to existing data in the system) or overwrite the data
(replace existing data in the system with what is included in the new file being
uploaded).

This information is also available for users to review as they select a data file. 
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To view “What happens during upload?” information: 

1. In the Upload a New File window, select What happens during upload?

4.2.1.1.2 Viewing Errors on a Case and Complaint File 

Users can view errors that were identified during upload on the Upload Errors page. The 
Upload Errors page contains a table that highlights where errors were in the uploaded file. 
The table columns and rows will change depending on what data was in the file.  

For example, the Upload Errors page for a Case and Complaint file contains a table that 
describes specific information about each error. The table contains the following six 
columns: 

• Row #– shows the location of the error in the data file
• Case Number – shows the number the system assigns to the case (only displayed for

case and complaint data files)
• Complaint Number – shows the number the system assigns to the complaint (only

displayed for case and complaint data files)
• Field Name – shows the field in which the errors occur
• Value – shows the specific entry that is incorrect
• Error – shows an explanation of why the data entry is incorrect
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Upload Errors Page for a Cases and Complaints File 

To navigate to the Upload Errors page: 

1. If you receive the red upload errors message, on the right-hand side of the message,
select View Errors.

OR 
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1. In the Data Submissions tab, in the Current Reporting menu, select Manage
Uploads.

2. In the Upload Log table, locate the file with the upload error.
3. Under the Sections Included column, select View Errors.

A list of all errors identified during upload can be printed by selecting Print in the upper 
right-hand corner of the Upload Errors page. This may make it easier to find and correct the 
errors in the data file. 

Printing Upload Errors 
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4.2.1.1.3 Correcting Errors 

All errors identified during the upload process must be corrected before the file will be 
included in the report. Minor errors can be corrected directly in the data file. If there are 
significant or repetitive errors, users should check with their vendor or IT staff to 
determine if the data exported correctly. 

To correct data file errors: 

1. On the main navigation bar, select Data Submissions.

2. Access the Manage Uploads section in the Current Reporting menu by selecting
Manage Uploads.

3. In the Upload Log table, select the data file name.

4. In the data file, locate the errors and correct them.
5. Save the corrected data file on your computer; you may want to give it a different

name so that you select the correct file for upload.
6. Upload the corrected data file following the steps outlined in this document.
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4.2.1.1.4 Editing Previously Uploaded Files 

Case and complaint date cannot be manually changed in the OAAPS. The only way to edit 
case and complaint data are to upload a new file to replace the previously uploaded data 
file. 

To edit other previously uploaded report sections, users can either upload a new file or edit 
the data in the report section. If users choose to upload a new file, they can choose to merge 
the new data with the previously uploaded data or replace the previously uploaded data. 

4.2.1.1.5 Saving Data Files 

Uploaded data files are saved automatically in OAAPS during the upload process. They are 
saved as soon as the file is uploaded successfully. 

4.2.1.2 Entering Data Manually 

All Ombudsman program users must enter data manually for the following report sections 
that require narratives:  

• Complaint Examples
• Systems Issues
• Organizational Conflicts of Interest

Ombudsman Program users can choose to either upload or manually enter the following 
sections: 

• Organization Structure
• Staff and Volunteers
• Funds Expended
• Facility
• Program Activities

Users can update these sections manually at any time by accessing the forms within the 
report sections.  

To access a report section: 

1. On the main navigation bar, select Data Submissions.
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2. In the Current Reporting menu, select the report section you wish to view.

The next few sections will describe how to enter and save data requiring manual entry. 

4.2.1.2.1 Entering Complaint Examples Data  

Users must select two case examples to include in the annual report. The first example must 
be from a nursing home, and the second from a residential care community. Users have the 
option of providing a third example from a setting of their choice. If case and complaint data 
have been uploaded already, users can look up a case number to pre-fill the information. 
Otherwise, they must manually enter the details about the complaint. 

The data fields for all three complaint examples are the same, and the image below shows 
an example of the nursing facility data fields before any data are entered: 



User Guide 

76 

Complaint Examples - Nursing Facility Page 

4.2.1.2.2 Entering Systems Issues Data 

Ombudsman program users must describe two priority long-term care, services, or 
supports issues they addressed during the reporting year. They have the option of 
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describing a third issue. For each issue, they must explain the activities the office employed 
to address the issues. 

The data fields for all systems issues are the same. This is what the Systems Issue 1 data 
fields look like before any data are entered: 
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System Issues Section 
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4.2.1.2.3 Entering Organizational Structure Data 

Users must indicate the location of the Office of the State LTC Ombudsman and the location 
of local Ombudsman entities. This is what the Organizational Structure data fields look like 
before any data are entered: 

Organizational Structure Section 

NOTE: In the middle of the page, there is a box that users can check if there 
are no local Ombudsman entities in their state. If users select this, they 
cannot enter data into the local entity list. 

If the users wish to add another local Ombudsman entity, not already identified, they can 
select the link, “Add another location not listed above,” at the bottom of the page. 

4.2.1.2.4 Entering Staff and Volunteers Data 

Ombudsman program users must provide information about the total number of staff who 
work for the Ombudsman program at the state and local level, where applicable. They also 
need to report the number of FTEs. 
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FTEs are calculated by converting the weekly work hours of employees into a ratio. For 
example, a person who works full-time and 100% of the time with the Ombudsman 
program counts as 1 FTE. A person who works full-time, but only 50% of the time with the 
Ombudsman program counts as .5 FTE, and similarly, a person who works 10 hours a week 
and 100% of the time with the Ombudsman program counts as .25 FTE. 

This is what the Staff and Volunteers data fields look like before any data are entered: 

Staff and Volunteers Section 

NOTE: There is a box the user can check if they have no local Ombudsman 
entity staff and volunteers. If this box is checked, users are not able to enter 
data in that section. 
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4.2.1.2.5 Entering Organizational Conflicts of Interest Data 

Ombudsman program users must provide a description of any organizational conflicts of 
interest and the steps taken by the State agency and the Ombudsman to remedy or remove 
the conflicts. 

This is what the Organizational conflicts of Interest data fields look like before any data are 
entered: 

Organizational Conflicts of Interest Section 

When selecting a conflict, users may select ongoing conflicts from last year's submission or 
add a new conflict. If they add a new conflict, they must select the type and location of the 
conflict from drop down lists. They must also describe the steps taken to remedy the new 
conflict, using less than 3,400 characters (about 500 words).  

NOTE: For the first year, there will be no organizational conflict data 
already entered into the system. Ombudsman program users must enter 
each conflict manually. In the following year, they can select from the 
conflicts entered the prior year. 

If there are no identified conflicts among the state office or local Ombudsman entities, in the 
middle of the page, the user can check the “No conflicts were identified among the state 
Office or local Ombudsman entities” checkbox. 
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4.2.1.2.6 Entering Funds Expended Data 

Ombudsman program users must report the funds expended during the reporting year. 
Amounts which were budgeted or obligated, but not spent, should not be included. In-kind 
resources should not be included.  

Funds Expended Section 
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When entering this data, users can add federal, state, and local funding sources that do not 
appear on the drop-down list. They can also remove those sources if they were added by 
mistake. 

Adding Other Federal Sources 

Adding Other State Sources 

Adding Other Local Sources 
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4.2.1.2.7 Entering Facility Data 

Ombudsman program users must report the number and capacity of Nursing Facilities and 
Residential Care Communities (RCCs) that were licensed (or registered, listed, certified, or 
otherwise regulated) by a state during the reporting period. The Facility section is divided 
into two pages: 

1. Numbers and Capacity – which collects the total numbers for all Nursing Facilities
and RCCs

2. RCC Information – which collects information about RCCs in their state

This is what the Numbers and Capacity data fields look like before any data are entered: 

Facility – Numbers and Capacity Section 
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This is what the RCC data fields look like after data are entered: 

Facility – RCC Section 

Users must also provide specific information about RCCs in their state including: 

• The type of RCC facilities which are licensed, registered, listed, certified, or
otherwise regulated

• The state’s definition for these facilities
• The minimum and maximum number of beds permitted by the license or other

regulatory designation
• The option to select no minimum or maximum as appropriate

Users have the ability to copy over this data from previous years by selecting Select from 
last year’s submission. 

Select from Last Year’s Submission Button 
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NOTE: For the first year that OAAPS is released, all data must be entered. It 
cannot be pulled from the previous year. 

4.2.1.2.8 Entering Program Activities Data 

Ombudsman program users must report other types of program activities such as facility 
visits, working with resident and family councils, community education, etc., and where 
indicated, they must report these activities by either nursing facility or RCC.  

This is what the Program Activities data fields look like before any data are entered: 
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Program Activities Section 
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4.2.1.2.9 Saving Manually Entered Data  

Users must save data manually before leaving each report section. 

To save entered data: 

1. At the bottom of each section, select Save and Next or Save.
a. Save will save the data and keep the user on the same page.
b. Save and next will save the data and take users to the next section of the

report.

If at any time, users do not want to save a data entry, they can select the link “Return to 
Overview” in the bottom right-hand corner of the page. 

Return to Overview Link 

If users try to leave the page without saving, they will get the following prompt: 

If users want to proceed without saving, they can select OK. If users want to save before 
leaving the section, they can select Cancel to return to the form where the unsaved data are. 
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Once data have been entered and saved for a section, on the Overview section, in the Section 
Status table, the “Data Entry Status” and “Last Updated/Updated By” columns of the Section 
Status table are updated to include the data entry status, the date of the last update, and the 
username of the user who made the update. 

Section Status Table after Data Entered for the Complaint Examples Section 

4.2.1.2.10 Editing Manually Entered Data 

Users may edit previously entered data on an entry page. 

To edit manually entered data: 

1. On the main navigation bar, select Data Submissions.
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2. In the Current Reporting menu, select the report section you wish to view.

3. Locate and edit the data that needs to be updated.
4. At the bottom of the page, select Save and Next or Save.

Note: Users can edit data up until ACL begins its review. If the report is 
submitted but still waiting review, the Ombudsman program user can pull 
it back for revision. Once the ACL review begins, users cannot edit their 
submission unless ACL returns the submission to them. 

4.2.2 Step 2: Validate Data 
After data are entered (manually or uploaded), it must be validated before it can be 
submitted. The validation process ensures that entered data are complete, that it is in the 
correct format, and that it complies with the business rules built into OAAPS.  

Formatting rules ensure the data entered are complete and that they comply with basic data 
formatting rules. For example, if a number is requested, the data entered must be a number 
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and not a letter. For more information about format rules, please see the Format Rules 
section. 

Business rules define specific characteristics of each data element. For example, the 
reporting of FTEs cannot be more than the total staff. For more information about business 
rules, please see the Business Rules section. 

To validate all the report sections at one time, users must have started entering data for all 
sections. If they have not started all sections, they can validate one section at a time. Each 
section must be in progress before it can be validated. 

To validate all sections of the report at one time: 

1. In the Data Submissions tab, under the Current Reporting menu, select Overview.

2. At the bottom of the page, select VALIDATE ALL DATA.

When all data are validated, the VALIDATE ALL DATA button will change to green. 
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To validate one section of the report at a time: 

1. In the Data Submissions tab, under the Current Reporting menu, select Overview.

2. In the Section Status Table, locate the report section to validate.

3. Under the Actions column for that section, select Validate section.

4.2.2.1 Format Rule Validation 

Format rule validation ensures that data are complete and consistent with the data format 
required by OAAPS. The OAAPS system will not allow data to be saved if any applicable 
format rules violations occur. All format rule violations must be corrected prior to saving 
when entering data manually. If uploading data, the system will run format validations and 
display errors in the upload file if any violations are detected.  

The following are examples of format rule validations: 

• Some values must be a whole number greater than or equal to zero.
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• Some values must be rounded to two decimal places.
• Zeroes are allowed in specific fields and disallowed in others.
• Negative values will not be saved.
• Currency fields include two decimal places and a dollar sign.
• In fields that require a narrative, there are limits on the number of characters that

may be entered depending on the specific field.
• Numeric fields display up to 11 digits.

4.2.2.2 Business Rule Validation 

Business rule validation ensures that all data complies with specific OAAPS rules that define 
characteristics of each data element and the relationships between the elements. These 
rules may be based on policy requirements or mathematical or other logic rules. Some 
examples of business rules are:  

• The case closed date must be on or later than the case opened date.
• The total number of FTEs on staff cannot be greater than the total number of staff.

4.2.2.3 Uploaded Data File Validation 

OAAPS identifies format rule errors in all uploaded data files during the upload process. If 
errors are identified, users will see a red banner appear at the top of the page, notifying 
them that the upload failed due to validation errors. Users can view the specific errors in the 
data file by going to the Upload Errors page.  

Since case and complaint data can only be uploaded and cannot be corrected within the 
system, business rule validations are also run on this data during the upload process. Any 
business rule violations found will be displayed on the Upload Errors page. 

To navigate to the Upload Errors page: 

1. If you receive the red upload errors message, on the right-hand side of the message,
select View Errors.

OR 
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1. In the Data Submissions tab, in the Current Reporting menu, select Manage
Uploads.

2. In the Upload Log table, locate the file with the upload error.
3. Under the Sections Included column, select View Errors.

Users must correct the errors in the data file and upload it again. For more information on 
correcting errors in uploaded data files, please see the Editing Previously Uploaded Files 
section. 

4.2.2.4 Manually Entered Data Validation 

For manually entered data, OAAPS validates format and business rules separately. 

4.2.2.4.1 Format Rule Validation for Manually Entered Data 

Format rule errors are identified by OAAPS when a user navigates out of a data field on a 
page. If errors are identified, the following events can occur:  

• The field with the error is highlighted in red, and a specific error message is
displayed beside the field, telling the user why the entry was not accepted.
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• If users try to leave the page, they are warned: “There are errors on the page. You
must fix the errors or clear the data in those fields in order to Save this form.”

• The buttons at the bottom of the page are changed as follows:
 The Save button is disabled.
 The Next button displays.

• If users select the Next button, the following page displays:

Users must correct the format error or clear that data from that field to save the entered 
data. If users proceed to the next section before correcting the error or deleting the 
erroneous data, all new data on the page will be lost.  

4.2.2.4.2 Business Rule Validation for Manually Entered Data 

Business rule errors for manually entered data are identified during the validation process. 
Users do not receive advance notification of business rule errors when they leave a report 
section. Just because the system saves the data, it does not mean that the data are free of 
errors. OAAPS allows users to save data that contain business rule errors and move on to 
the next page or return to the Overview section without correcting the errors.  
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If no business rule errors are identified during validation, the Section Status table in the 
Overview section is updated, and the Data Entry Status column displays “Validated.”  

If errors are identified, the Section Status table in the Overview section is updated, and the 
Data Entry Status column displays “In progress with errors.” A red banner also displays at 
the top of the page.  

Validation Errors Banner 

Users can view errors on the Validation Errors page. 

To view the Validation Errors page:  

1. On the Overview section, in the validation errors warning, select View all
validation errors.

OR 

1. In the Data Submissions tab, on the Overview section, in the Section Status table,
locate the report section with errors.

2. Under the action column, select View Errors.

4.2.2.4.2.1 CORRECTING MANUALLY ENTERED VALIDATION ERRORS 

The Validation Errors page gives specific information about each error that enables users to 
locate and correct the error.  
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Validation Errors Page 

The information is divided into five columns. 

• Component/Section: Name of the section with the error
• Field: Field in which the error occurs
• Value: The specific information that is incorrect
• Issue Type: The reason why the data was not validated
• Issue description: An explanation about why the entry is incorrect

Users can click on the section name from this page to navigate to the section where the 
errors can be corrected. 

Printing the list may make it easier to find and correct multiple errors on various report 
section pages. 

To print the validation errors: 

1. In the upper right-hand corner of the Validation Errors page, select Print.

Users must correct the errors in each report section and save the new entries. After all the 
errors have been corrected, they must validate the section(s) again. If all errors are 
corrected, the status of the section(s) will change to “Validated”. 

4.2.3 Step 3: Identify/Explain Variances 
To finish preparing the report for submission, the report must be checked for variances, and 
any identified variances must be explained by Ombudsman program users. 
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Variances occur when there has been a change (increase or decrease) in reported data from 
one year to another. OAAPS identifies variances by comparing data for the current reporting 
year to the report from the prior year. Variance rules are established by ACL and built into 
OAAPS. The following are a couple of variance examples:  

• A variance exists if the number of cases reported increases or decreases by 10%
compared to the number reported in the prior year.

• A variance exists if the number of volunteer representatives of the Office increases
or decreases by more than 25% in the prior year.

4.2.3.1 Generating Variances 

After all data have been validated, Ombudsman program users can generate variances. 

To navigate to Generate Variances: 

1. In the Data Submissions tab, under the Current Report menu, select Overview.

2. At the bottom of the Overview section, select Generate Variances.
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When users select Generate Variances, new information and functions appear on the 
Overview section.  

Overview Section after Variances are Generated 

Users are alerted by a red banner at the top of the page if the report has variances that must 
be explained. 

Warning Banner about Variances 

In the Overview section, the Section Status table lists the status of the report including 
where variance explanations are required, and it provides navigation options for explaining 
the variances in the Actions column.  
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Variance Alerts for a Report Section 

Finally, at the bottom of the page, on the left-hand side, under Variance Analysis, the 
Explanation of Variances button is enabled.  

Explanation of Variances Section Activated 

4.2.3.2 Explaining Variances 

After variances are generated, the Ombudsman users must review the data and provide 
explanations for every variance that has been identified. Users provide variance 
explanations on the Explanation of Variances page for each report section.  

To navigate to the Explanation of Variances pages: 

1. On the Overview section, in the Actions column, select Provide Explanations.

2. The Explanation of Variances page displays. The example below shows the
Explanation of Variances – Cases and Complaints page:

NOTE: Select the plus signs to expand the sections and add explanations. 
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3. To reach a different report section:
a. On the left-hand side, under the Variance Analysis menu, select a different

section of the report.

OR 

a. Select Save and Next until reaching the desired report section.

While each report section has its own Explanation of Variances page, they all follow the 
same format, so the steps for adding explanations is the same from page to page.  

Data fields that have variances requiring an explanation will be marked in yellow. The 
following guidelines should be followed when providing explanations: 

• Variance explanations for all fields are entered in the same text box.
• Users provide a separate explanation for each variance either by writing an

explanation or selecting “no significant factors identified”.
• The specific field title is included in each explanation; users can copy and paste into

the text box.
• If the same explanation applies to more than one field, the explanation should

include the titles for all fields in the explanation or can note that it applies to all.

To Add a Variance Explanation: 

1. Locate the Explanation of Variances page for a report section that requires variance
explanations.

2. Select Variance explanations required.
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3. For each data field with a variance that requires an explanation, perform one of the
following steps:

a. If no significant factors contributed to the variance in a specific field, select
the checkbox in the column titled “No significant factors identified”.

OR 

b. In the “Please provide an explanation for each difference highlighted” text
field, enter an explanation for each yellow highlighted variance.

Note: Users are not required to provide a narrative explanation in fields 
where they determine that no significant factors contributed to the 
variance. 

Note: For more information about a highlighted variance, users can hover 
over the “i” icon to the left of the variance percent and a popup will display 
further details. 

4. When explanations are added for all the data fields in a data group, select the “Mark
as Complete” checkbox.
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5. When explanations have been added for an entire page, select one of the following:
a. Save and Next to save the explanations and proceed to the next report

section.
b. Save to save the explanations and remain on the current page.
c. Return to Overview to return to the Overview section without saving the

explanations.

After all variance explanations are provided, return to Overview section to review the status 
of each section. In the Section Status table, the Data entry Status Column changes from 
“Variances required” to “Variance explanations provided.” Also, the red notification banner 
at the top of the page disappears. 

4.2.3.2.1 Editing Variance Explanations 

Users can edit variance explanations any time prior to their submission to ACL. If the report 
is submitted and still waiting review, the Ombudsman program user can pull it back for 
corrections. Once the ACL review begins, users cannot edit their explanations unless ACL 
returns the submission for clarification or additional information. 

To edit variance explanations, follow the Add Variance Explanation steps. 

4.2.3.2.2 No Significant Factors Identified Option 

Variance explanations are not required if there was not a significant change from the 
previous year. For example, the number of volunteers has increased or decreased by more 
than 10% in seven out of the past ten years. The variance identified in the reporting year 
does not reflect any significant factor, but rather it is consistent with past experience. 

For variances where the users determine that there are no significant factors contributing 
to the variance, the user must select the checkbox in the column titled “No significant 
factors identified” on the Explanations of Variances page. 

No Significant Factors Identified Column 

Once they do this, they are no longer required to explain the variance for that specific data 
element. However, they may be required to provide variance explanations for other data 
elements in that section of the report. 
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4.2.4 Step 4: Submit Data 
After all sections of the data are validated and Ombudsman program users have completed 
their variance explanations, they may submit their report to ACL for review and approval. 
ACL does not have access to Ombudsman program data and cannot review the report until 
the user submits it. 

To submit a report: 

1. In the Data Submission tab, on the Overview section, at the bottom of the page,
select Submit for Review.

The user receives an email notification from OAAPS confirming that it received the 
submission. A green banner appears at the top of the page telling users that the data are 
submitted to ACL and that users can pull back the submissions for corrections up until ACL 
begins its review. The overall reporting status changes to Submitted. 

Overall Reporting Status is Submitted 

To navigate to Pull Back for Corrections: 

1. On the Overview section page, select Pull back for corrections.

Once ACL begins its review, Ombudsman program users cannot proactively pull back the 
data for editing/corrections unless ACL returns their submission to them for additional 
information or clarification. 

4.2.4.1 ACL Review 

ACL reviews each state’s submissions to ensure the integrity of the data. Data must be 
accurate, internally consistent, and complete.  
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ACL may ask Ombudsman program users to clarify or provide additional information before 
approving the state’s submission. When ACL returns the submission to the user, it will 
include comments explaining why clarification or additional information is requested. 
Ombudsman program users respond to ACL’s requests and make and save any edits and 
return the submission to ACL. 

Note: Even if users have validated their data and explained all variances, 
ACL may have questions about the submission and return the submission to 
the user for clarification or additional information. 

The submission process is not complete until ACL approves the report. Once ACL approves 
the submission, the report is locked. This locked submission is the state’s final, Official 
Annual NORS report. 

4.2.4.2 Monitoring Submission Status 

Ombudsman program users can monitor the status of their submissions throughout the 
reporting process by viewing Status history. 

To navigate to the status history: 

1. In the main navigation bar, select Dashboard.

2. On the Dashboard, select View status history.
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Status History Page 

Note: Users select Print status history in the top right-hand corner of the 
Status Change Log page to print the log. 

4.3 ACL Staff User 
The ACL staff users with Data Review permissions (called ACL reviewers for this section) 
have the authority to review submitted Ombudsman program data in OAAPS, return 
submitted data, and lock approved data. However, they do not have the ability to change 
Ombudsman program data. There are three steps ACL staff users follow to ensure the 
integrity of each state’s data:  

1. Monitor
Status of

Submission
2. Review

Submission
3. Approve
Submission

4.3.1 Step 1: Monitor Status of Submission 
ACL reviewers must monitor the status of each state’s submission throughout the reporting 
process. They can do so using the State Submission Statuses table. 

To access the State Submission Statuses table: 

1. In the main navigation bar, select Dashboard.
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The Dashboard tab will display with the State Submission Statuses table. 

The State Submission Statuses table shows how many states reports are in each of the 
following statuses:  

• Not started
• In progress
• Submitted
• In review
• Returned
• Approved
• Locked

ACL reviewers cannot review Ombudsman program data until the data are submitted by the 
Ombudsman program user.  

4.3.2 Step 2: Reviewing Submissions 
The purpose of the submissions review is to ensure the integrity of the state’s data. When 
ACL reviewers review data, they are ensuring that the data are internally consistent, and 
complete. 

To begin reviewing a state’s submission: 

1. In the main navigation bar, select Data Submissions.

2. In the All State Submissions table, locate the state under review.

3. In the Action column for that state, select View.
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4. On the State Submission Review page, select Begin review.

By selecting Begin review, the ACL reviewers are officially beginning their review, and the 
state’s submission is locked so the Ombudsman program user cannot enter additional data 
or edit data that has been submitted. 

The review process includes two steps that ACL reviewers must complete: 

1. Review the state’s data
2. Review the state’s variance explanations

4.3.2.1 Review State’s Data 

Reviewing the state’s data are an integral part of ACL’s review process. The state’s Data 
Submission page lets ACL reviewers see the actual data a state entered or uploaded and 
review the state’s variance explanations. 

ACL reviewers must view the state’s data for each report section. The report sections 
contain the actual data entered or uploaded by the state.  

As they review each report section, ACL reviewers look for: 

• Inconsistencies.
Example: Data shows a low number of volunteers and a very high number of
volunteer hours.

• Unusual trends that may or may not constitute variances.
Example: The number of complaints were consistently trending up for the past five
years. The Data shows a 9% decrease in the number of cases for this reporting year.

• Incomplete entries, particularly in the narratives.
Example: On the Systems Issue page, the user selected the issue category from the
drop-down menu. The user copied the issue category into the problem description
box without providing a description of the problem.
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To review a state’s data: 

1. Navigate to the state’s State Submission Review page.
2. Select View state data.

3. Review the data in each report section by either:
a. On the Overview section, in the Section Status table, locate the report section

to review.

b. Under the Actions column, select View data.

OR 
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a. In the Current Reporting menu, select the report section to review.
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This is the Staff and Volunteer report section where ACL reviewers evaluate staff and 
volunteer data: 

ACL Reviewers View of a State’s Staff and Volunteer Report Section 

As the ACL reviewers evaluate each report section, they can also navigate to the next report 
section by selecting the Next button at the bottom of the report section they are currently 
viewing. 

4.3.2.2 Review State’s Variances 

ACL reviewers must review the state’s variance explanations for each report section. As 
they look at each variance explanation, ACL reviewers determine if:  

• The variance explanations are complete, accurate, and internally consistent.
• The Ombudsman program user has appropriately determined that some variances

do not require explanations because no significant factors contributed to the
variance.

• The Ombudsman program user indicated no significant factors contributed to the
variance, but the reviewer believes an explanation is necessary.

• The Ombudsman program user’s explanation is clear and plausible.
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To review a state’s variances: 

1. On the main navigation bar, select Data Submission.
2. In the action column for the state in review, select View.

3. Select View explanation of variances.

4. The Case and Complaint Explanation of Variance page opens automatically. To view
the variance explanation for a specific element, select the blue bar.

5. Review the variances in each report section by either:
a. Reviewing the Explanation of Variances – Cases and Complaints page. Then,

select Next.

b. Continue to review each Explanation of Variances page and select Next to
move on.

OR 
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a. At the bottom of the page, under Variance Analysis, select the report section
to review.

Below is one example of an Explanation of Variances page. Each report section has its own 
Explanation of Variances page, and while the data files listed in the variance tables will 
change, the table format is the same for each report section.  

ACL Reviewers View of an Explanation of Variances Page 
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Note: For more information about a highlighted variance, users can hover 
over the “i” icon to the left of the variance percent and a popup will display 
with further details. 

4.3.2.3 The Submission Status Log 

The Status Change Log enables ACL reviewers to see the status changes for each state they 
review. There is one Status Change Log for each state. 

To navigate to the Submission Status Log for a specific state: 

1. On the main navigation bar, select Data Submissions.

2. In the action column for the state in review, select View.

3. On the State Submission Review page, select View submission status history.
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The Status History displays as follows: 

4.3.3 Step 3: Approving Submissions 
After reviewing a state’s data and variance explanations, ACL reviewers must: 

1. Decide whether to approve or return the submission to the state Ombudsman user
for clarification or revision. If the data are “returned” the ACL reviewer must:

a. Prepare written comments
b. Submit the review decision and comments to the state
c. Review any corrections or additional information that the Ombudsman user

submits in response to ACL’s decision and comments
2. Approve and lock the submission.

4.3.3.1 Review Decision and Comments 

After ACL reviewers examine a state’s data and variance explanations, they must make a 
review decision.  

To enter a review decision and comments: 

1. On the main navigation bar, select Data Submissions.

2. In the action column for the state in review, select View.



User Guide 

116 

3. On the State Submission Review page, if it has not been selected yet, select Begin
review.

4. In the Review Decision drop-down list, select Approve or Return.

5. In the Review Comments text box, enter comments that:
a. Explain the review decision.
b. Ask the Ombudsman program user for clarification or additional

information, if needed.

6. Select Save draft review.

The Save draft review decision enables reviewers to save their decision and comments 
before returning it to the Ombudsman program user for clarification or additional 
information.  
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4.3.3.2 Submitting a Review Decision 

To submit a review decision: 

1. On the State Submission Review page, select Submit review decision.

Once the review decision is submitted the state’s reporting status is changed to Returned on 
the All State Submission page, and the state is notified that the submission has been 
returned. 

Submission Returned Status 

4.3.3.3 Returning the Submission 

If ACL reviewers select Return as the Review Decision, it means the report is not complete 
or that it is internally inconsistent or inaccurate. 

From there, the Ombudsman program user is notified and must respond to the ACL 
reviewer’s comments. After the Ombudsman program user revises the report and re-
submits, ACL reviews the submission again and must make a new review decision and 
submit new review comments. 

These are two examples of when the ACL reviewer might return the submission: 

• Example #1. The ACL reviewer reviews the Staff and Volunteers page. The user
questions the large number of state and local volunteers who are not
representatives of the office. Based on the data reported for the prior year, the ACL
reviewer suspects that the large number might be a data entry error or a
misunderstanding of the new definition of the Representative of the Office. The ACL
reviewer will return the submission to the state for additional information or
clarification.

• Example #2. The ACL reviewer reviews the Nursing Facility Complaint Example
page. The reviewer sees the text in the Description and Disposition Narratives, but
suspects that the Ombudsman program user entered this text as placeholders and
forgot to enter the correct text before the Ombudsman program user submitted the
report to ACL. The ACL reviewer will return the submission to the state for
additional information or clarification.
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4.3.3.4 Approving Submissions 

When ACL reviewers select “Approve” as the Review Decision, the Ombudsman program 
report is complete and internally consistent. OAAPS notifies the Ombudsman program user 
that the submission is approved. 

4.3.3.5 Locking and Unlocking Submissions 

After a state submission is approved, ACL reviewers with lock permissions can lock the 
submission so it cannot be edited or revised. The Ombudsman program user is notified 
when the submission is locked. Under rare circumstances, ACL reviewers can unlock a 
previously locked submission to allow the Ombudsman program user to correct or clarify 
its submission. 

To lock a submission: 

1. In the main navigation bar, select Data Submission.

2. On the Data Submissions tab, in the Actions on multiple states drop-down list,
select Lock data.

3. In the Lock multiple state submissions window, select the state or states to be
locked.

4. Select Save.
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To unlock a submission: 

1. In the main navigation bar, select Data Submission.

2. In the Actions on multiple complaints window, select Unlock data.

3. On the Unlock multiple state submissions popup, select the state or states to be
unlocked.

4. On the State Submission Review page, select Save.

When ACL locks or unlocks a submission, the state’s status changes automatically on the 
Dashboard, the State Submissions Review page, and the All States Submission page. 

Once the submission is locked, the Ombudsman program has fulfilled its responsibility to 
submit its Annual Ombudsman Report to ACL. 
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4.4 Exporting Data 
OAAPS users can export data to an Excel file. The file contains data for every section of the 
report.  

To export report data: 

1. On the main navigation bar, select Data Submission.

2. In the Overview section, select Export all data

Users are able to export state data to an Excel file during their review process. The file 
contains data for every section of the report. Once a report has been generated and saved to 
a user’s laptop or device, they can change the formatting of the report, including fonts, 
colors, and auto re-sizing. 

To export report data: 

1. On the main navigation bar, select Data Submission.

2. In the All State Submissions table, locate the state to view.
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3. In the Actions column, select View.

4. On the State Submission Review page, select Export state submission.
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5 Reports 
5.1 Introduction 
Ombudsman program users and ACL staff users have access to a variety of analysis reports 
that allow them to view and compare data at the state, regional, and national level. Every 
user has access to all analysis reports, although each user’s ability to access data in a 
particular report may vary. Every user can download and print reports. 

Analysis reports help Ombudsman program users and ACL staff users: 

• Monitor the integrity of the data
• Track state, regional and national trends
• Get an overview of complaints, activities, organizational structure, and expenditures

at the state, regional, and national level

5.2 Accessing Analysis Reports 
To view the Analysis Reports: 

1. On the main navigation bar, select Analysis Reports.

Ombudsman program users and ACL staff users can access all Analysis Reports. 

Analysis Reports 
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The table below describes: 

• The Level of the report (state, regional, national) that Ombudsman Program and the
ACL users can create for each Analysis Report;

• The Status of the states included in each Analysis Report; and
• The FFY (Federal Fiscal Year/s) that can be included in the report.

Detailed Analysis Reports Descriptions 

Report 
Name 

Description Ombudsman Program 
User 

ACL User 

Activity 
Analysis 

Includes activity 
data for a range of 
two to five years 

Level: Their state, one state 
at a time, regional, national 

Status: 
• Their state in any status

(except Not started)
• One state at a time after

all states are locked
• Regional and national

level reports only
include states in locked
status

FFY: Any two to five FFYs, 
including the current 
reporting year 

Level: One or more states, 
regional, national 

Status: Submitted, In 
Review, Approved, or 
Locked 

FFY: Any two to five FFYs, 
including the current 
reporting year 

Annual Roll-
Up 

An aggregated 
summary of numeric 
data at a national or 
regional level for a 
given fiscal year 

Level:  Regional, national 

Status: Locked 

FFY: Any FFY when all states 
are locked, including the 
current reporting year 

Level: Regional, national 

Status: Submitted, In 
Review, Approved, or 
Locked 

FFY: Any FFY, including the 
current reporting year 

Complaint 
Analysis by 
Complainant 
Type 

Includes complaint 
code data by 
complainant type 
for any given fiscal 
year 

Level: Their state, one state 
at a time, regional, national 

Status: 
• Their state in any status

(except Not started)
• One state at a time after

all states are locked
• Regional and national

level reports only
include states in locked
status

FFY: Any FFY, including the 
current reporting year 

Level: One state at a time, 
regional, national 

Status: Submitted, In 
Review, Approved, or 
Locked 

FFY: Any FFY, including the 
current reporting year 

Complaint 
Analysis by 
Complaint 
Code 

Includes 
verification, 
resolution and 
referral data for all 

Level: Their state, one state 
at a time, regional, national 

Status: 

Level: One state at a time, 
regional, national 
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Report 
Name 

Description Ombudsman Program 
User 

ACL User 

complaint codes by 
facility setting for 
any given fiscal year 

• Their state in any status
(except Not started)

• One state at a time if the
state is locked

• Regional and national
level reports only
include states in locked
status

FFY: Any FFY, including the 
current reporting year 

Status: Submitted, In 
Review, Approved, or 
Locked  

FFY: Any FFY, including the 
current reporting year 

Multi-Year 
Complaint 
Trend 

Shows trends in 
cases, complaint 
categories and 
codes, complaint 
disposition and 
complaint 
verification in all 
settings across two 
to five years 

Level: Only their state 

Status: Any status (except 
Not started) 

FFY: Any two to five FFYs, 
including the current 
reporting year 

Level: One or more states, 
regional, national 

Status: Submitted, In 
review, Approved, or 
Locked 

FFY: Any two to five FFYs, 
including the current 
reporting year 

Table A-
Selected 
Information 
State and 
Region 

A summary of all 
numeric state data 
by state and region 
which allows for 
comparison among 
states and regions 
for a given fiscal 
year 

Level: One or more states or 
regions 

Status: All states must be 
locked 

FFY: Any FFY, including the 
current reporting year 

Level: One or more states 
or regions 

Status: Submitted, In 
Review, Approved, or 
Locked 

FFY: Any FFY, including the 
current reporting year 

Two Year 
Comparison 
Report 

Compares data 
between two fiscal 
years. It identifies 
and highlights 
variances at 10 or 
25 percent 

Level: Only their state 

Status: Any status (except 
Not started) 

FFY: Any FFY, including the 
current reporting year 

Level: One or more states, 
regional, national 

Status: Submitted, In 
review, Approved, or 
Locked 

FFY: Any FFY, including the 
current reporting year 

5.2.1 Activity Analysis Report 
The Activity Analysis report includes a breakdown of activity data for a range of two to five 
years.  

Note: Because OAAPS is a new system with little legacy data, this report 
will be limited in the range of years that can be viewed. This means that for 
the Activity Analysis report, until five years of data are entered into the 
system (about 2025), users will not be able to access all five years of data 
for the report. 
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5.2.1.1 Activity Analysis Reports Ombudsman Program Users 

Ombudsman program users can create an Activity Analysis Report for their state, region, 
and national for data that are locked.  

To generate an Activity Analysis Report: 

1. On the Activity Analysis Report page, in the Year 1, 2, 3, 4, and 5 drop-down lists,
select the fiscal years for the report.

Note: Users do not have to choose consecutive years. 

2. Select Generate Report.

Ombudsman program users can only generate a report for their state if their reporting 
status is in progress, submitted, in review, approved, or locked. They cannot generate an 
Activity Analysis report for another state, and they cannot generate regional or national 
level Activity Analysis reports. 

5.2.1.2 Activity Analysis Reports for ACL Staff Users  

ACL staff users can create national, regional, and state level Activity Analysis Reports. 

To generate an Activity Analysis Report: 

1. On the Activity Analysis Report page, in the Year 1, 2, 3, 4, and 5 drop-down lists,
select the fiscal years for the report.
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Note: Users do not have to choose consecutive years. 

2. Under State selection, choose whether to create a report at the national, regional, or
state level.

a. For National level, select All States – National Level.
b. For regions or states, select Selected states or regions. In the expanded

section, select the states and/or regions.

3. Select Generate Report.

When ACL staff users generate a regional or national level report, states in that region or in 
the nation that are in submitted, in review, approved, or locked status will be included in 
the report. The report will download as an Excel file and can be saved to the user’s 
computer. 

5.2.1.3 Activity Analysis Charts 

Some of the data in the Activity Analysis Report can be viewed in charts when users open 
the Activity Analysis Report Excel file. Charts containing the following data are included in 
the report index: 

• Information and assistance to individuals and staff
• Community education
• Resident and family council participation
• Training sessions for facility staff
• Facilities visited
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5.2.2 Annual Roll-Up Report 
The Annual Roll-Up report is an aggregated summary of all numeric data at a national or 
regional level for a given fiscal year.  

5.2.2.1 Generating Regional and National Level Annual Roll-up Reports 

ACL staff users and Ombudsman program users can create regional and national level 
Annual Roll-Up Reports. 

To generate an Annual Roll-Up Report: 

1. On the Annual Roll-Up Report Two-Year page, in the Year 1 drop-down list, select
the fiscal years for the report.

2. Under Region selection, choose which region(s) to include in the report.

3. Select Generate Report.

ACL staff users can generate regional or national level Annual Roll-Up Reports for states in 
submitted, in review, approved, or locked status.  

Ombudsman program users can only generate state, regional, and national level Annual 
Roll-Up reports for years in which all states are in locked status.  

5.2.2.2 Annual Roll-Up Charts 

Some of the data in the Annual Roll-Up report can be viewed in charts when users open the 
Annual Report Roll-Up Report Excel file. Charts containing the following data are included 
in the report index: 

• Complaints and complainants
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• Program information
• Systems issues
• Organizational conflicts of interest
• Organizational location

5.2.3 Complaint Analysis by Complainant Report 
The Complaint Analysis by Complainant report includes all 59 complaint codes by 
complainant type. 

5.2.3.1 Generating Complaint Analysis by Complainant Reports 

ACL and Ombudsman program users can generate national, regional, or single state 
Complaint Analysis by Complainant Reports. 

To generate the Complaint Analysis by Complainant Report: 

1. On the Complaint Analysis by Complainant Report page, in the Year 1 drop down
list, select the fiscal year for the report.
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2. Under State selection, choose whether to create a report at the national, regional, or
state level.

a. For National level, select All States – National Level.
b. For regions or states, select Selected states or regions. In the expanded

section, select the states and/or regions.

3. Select Generate Report.

ACL staff users can generate one state at a time, regional, or national level Complaint 
Analysis by Complainant Reports for states in submitted, in review, approved, or locked 
status.  

Ombudsman program users can generate a Complaint Analysis by Complainant Report for 
their own state, in any status, as long as they have started the reporting process. Any other 
state, regional, or national Complaint Analysis by Complainant Reports generated by the 
Ombudsman program users include only states in locked status. 

5.2.3.2 Complaint Analysis by Complainant Charts 

There are no charts for the Complaint Analysis by Complainant Report. 

5.2.4 Complaint Analysis by Complaint Code Report 
The Complaint Analysis by Complaint Code report includes verification, resolution, and 
referral data for all 59 complaint codes, displayed by setting. 
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5.2.4.1 Generating State, Regional, and National Level Complaint Analysis by 
Complaint Code Reports 

ACL and Ombudsman program users can generate national, regional, or single state 
Complaint Analysis by Complaint Code Reports. 

To generate the Complaint Analysis by Complaint Code Report: 

1. On the Complaint Analysis by Complaint Code report page, in the Year 1 drop down
list, select the fiscal year for the report.

2. Under State selection, choose whether to create a report at the national, regional, or
state level.

a. For National level, select All States – National Level.
b. For regions or states, select Selected states or regions. In the expanded

section, select the states and/or regions.

3. Select Generate Report.
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ACL staff users can generate one state at a time, regional, or national level Complaint 
Analysis by Complaint Code Report for states in submitted, in review, approved, or locked 
status.  

Ombudsman program users can generate Complaint Analysis by Complaint Code Report for 
their own state, in any status, as long as they have started the reporting process. Any other 
state, regional, or national Complaint Analysis by Complaint Code Reports generated by the 
Ombudsman program users include only states in locked status. 

5.2.4.2 Complaint Analysis by Complaint Code Charts  

There are no charts for the Complaint Analysis by Complaint Code Report. 

5.2.5 Multi-Year Complaint Trend Report 
The Multi-Year Complaint Trend report shows trends in aggregated data across a two-to-
five-year range. The report shows trends in cases, complaints categories and codes, 
complaint disposition, and complaint verification in all settings. 

5.2.5.1 Generating State, Regional, and National Level Multi-Year Trend Reports for 
ACL staff users 

ACL staff users can generate national, regional, and state level Multi-Year Trend reports. 

To generate Multi-Year Trend Reports: 

1. On the Multi-Year Trend Report page, in the Year 1, 2, 3, 4, and 5 drop-down lists,
select the fiscal years for the report.

Note: Users do not have to choose consecutive years. 
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2. Under State selection, choose whether to create a report at the national, regional, or
state level.

a. For National level, select All States – National Level.
b. For regions or states, select Selected states or regions. In the expanded

section, select the states and/or regions.

3. Select Generate Report.

Only states with submitted, in review, approved, or locked status are included in ACL’s 
state, regional or national level reports. 

5.2.5.2 Generating State, Regional, and National Level Multi-Year Trend Reports for 
Ombudsman Program Users 

Ombudsman program users can create a Multi-Year Trend report for their state. 
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To create a report for a state: 

1. On the Multi-Year Trend Report page, in the Year 1, 2, 3, 4, and 5 drop-down lists,
select the fiscal years for the report.

Note: Users do not have to choose consecutive years. 

2. Select Generate Report.

Ombudsman program users can generate a report for their state if their status is in 
progress, submitted, in review, approved, or locked. They cannot create other state level, 
regional, or national Multi-Year Trend reports. 

5.2.5.3 Multi-Year Trend Charts 

Some of the data in the Multi-Year Trend report can be viewed in charts when users open 
the Multi-Year Trend report Excel file. Charts containing the following data are included in 
the report index: 

• Complainant type
• Complaint category by setting
• Complaint disposition
• Complaint verification

5.2.6 Table A Report - Selected Information by State and Region 
The Table A report provides a summary of all numeric state data by state and region, 
allowing for comparisons among states and regions.  

5.2.6.1 Generating State and Regional Level Table A Reports 

ACL and Ombudsman users can generate a Table A report that includes selected 
information by state and region. 
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To generate a Table A Report: 

1. On the Table A report page, in the Year 1 drop-down list, select the fiscal years for
the report.

2. Under State selection, choose whether to create a report at the regional or state
level.

3. Select Generate Report.

Ombudsman program users can only select years in which all states are in locked status. 
However, ACL staff users can select any year. States in submitted, in review, approved, or 
locked status will be included in the report. 

5.2.6.2 Table A Charts 

Some of the data in the Table A report can be viewed in charts when users open the Table A 
report Excel file. Charts containing the following data are included in the report index: 

• Case, complaint, and facility information
• Local entities, funds expended, staff and volunteers
• Number of nursing facilities and RCCs
• Facilities and resident capacity

5.2.7 Two-Year Comparison Report 
The Two-Year Comparison report compares aggregated Ombudsman program data 
between two fiscal years. The report includes actual reported data for the two years. It also 
includes the percentage difference in the data between the two years. The report identifies 
and highlights variances of 10% or 25% that occur between the two years.  

5.2.7.1 Generating State, Regional, and National Level Two-Year Comparison Reports 
for ACL staff users 

ACL staff users have the option of generating national, regional, and state level Two-Year 
Comparison reports. 
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To generate the Two-Year Comparison Report: 

1. On the Two-Year Comparison report page, In the Year 1 and 2 drop-down list, select
two fiscal years to compare.

Note: The years do not have to be consecutive. 

2. Under State selection, choose whether to create a report at the national, regional, or
state level.

a. For National level, select All States – National Level.
b. For regions or states, select Selected states or regions. In the expanded

section, select the states and/or regions.

c. Select Generate Report.

Only states with submitted, in review, approved, or locked status can be included in ACL’s 
state, regional, or national level or Two-Year comparison report. 
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5.2.7.2 Generating State Level Two-Year Comparison Reports for Ombudsman 
program users 

Ombudsman program users can create a Two-Year Comparison report for their state. 

To generate the Two-Year Comparison Report: 

1. On the Two -Year Comparison report page, in the Year 1 and 2 drop down list, select
two fiscal years to compare.

Note: The years do not have to be consecutive. 

2. Select Generate Report.

Ombudsman program users can only generate a report for their own state when their status 
is in progress, submitted, in review, approved, or locked. They cannot create other state 
level, regional, or national Two-Year Comparison reports. 

5.2.7.3 Two Year Comparison Charts 

Some of the data in the Two-Year Comparison report can be viewed in charts when users 
open the Two-Year Comparison report Excel file. Charts containing the following data are 
included in the report index: 

• Number and FTEs of staff and volunteers and hours donated by volunteers
• Funding sources and funds expended
• Complaint categories by facility setting
• Complaint verification by facility setting
• Complaint disposition by facility setting
• Number of new individuals completing certification training and hours of training

required for certification
• Ombudsman program activities by facility type, when available

5.3 Reformatting Reports 
Once a report has been generated and saved to a user’s laptop or device, they can change 
the formatting of the report, including fonts, colors, and auto re-sizing. 
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Appendix A: Terms and Definitions 
The following table contains terms and definitions that may be useful when using OAAPS. 

Term Definition 

Accept This references submissions by the state for ACL to review. The 
next step in the process is for ACL to either approve or return the 
submission for correction. 

Administration for 
Community Living 

ACL brings together the efforts and achievements of the 
Administration on Aging, the Administration on Intellectual and 
Developmental Disabilities, and the HHS Office on Disability to 
serve as the Federal agency responsible for increasing access to 
community supports, while focusing attention and resources on 
the unique needs of older Americans and people with disabilities 
across the lifespan. 

Application Program 
Interface 

A set of routines, protocols, and tools for building software 
applications. An Application Program Interface (API) specifies how 
software components should interact. Additionally, APIs are used 
when programming graphical user interface (GUI) components. A 
good API makes it easier to develop a program by providing all the 
building blocks. A programmer then puts the blocks together. 

Approve A report status that means ACL accepts the report as complete. 
Business Rule This defines or constrains some aspect of the data element or 

referenced component. It is intended to assert a structure for the 
data element or other intended component. It helps to provide 
organization and clarity. 

Cancel If the user clicks on “cancel and return to overview” before saving, 
the data entered are not saved. 

Format Rule A rule that data must follow to be complete and consistent with 
OAAPS requirements. 

Lock A function whereby ACL locks an approved state report as final 
and does not make it available for further edits. 

Merge Combine, unite, or blend to create a single entity. In OAAPS, this 
term is used when existing data in OAAPS is combined with new, 
uploaded data. 

Multi-Factor 
Authentication 

Multifactor authentication (MFA) is a security system that 
requires more than one method of authentication from 
independent categories of credentials to verify the user's identity 
for a login or other transaction. Categories of credentials usually 
fall under the following three: what you know (password), what 
you have (phone, tablet, pc, etc.), and what you are (fingerprint 
scan). The OAAPS system will be a Two-Factor authentication 
system requiring a user password and verification from a user 
device such as a cell phone. 



User Guide 

136 

Term Definition 

Required Fields Fields in OAAPS have been identified as required. 

Return The step in the data approval process where ACL sends the 
submission back to the state to make corrections and resubmit. 

Save After clicking Save, there should be a message that informs the 
user the data have been successfully saved. 

Save and Next The data are saved, and the system moves to the next section of 
submission. 

Title OAAPS is used for grantee data submission related to three 
different ACL titles of the OAA: 

• Title III & VII (Ch. 3 & 4): State Performance Report (SPR)
• Title VI: American Indian, Alaskan Native, and Native

Hawaiian Program
• Title VII: Long-Term Care Ombudsman Program, National

Ombudsman Reporting System (NORS)

Timeout After 10 minutes of inactivity, the user receives a message asking 
if they want to extend their session. If it is not extended, the user is 
signed out after an additional 5 minutes and returned to the sign 
in page. 

Important! If the user remains inactive, data that have been added 
without clicking “save” are not saved. 

User Functionality – 
Administrative User 

OAAPS has a dedicated section on the site for user management 
functions. This entails adding users, assigning data entry and 
administrative functions, and editing user information. 

User Functionality – 
Data Entry 

This functionality allows the user to create, modify, and submit 
data. 

User Functionality – 
View Only 

A user with this functionality may browse OAAPS without the 
ability to edit data. 

Validation All data entered or uploaded in OAAPS are checked by OAAPS to 
ensure it meets the format and business rules identified by ACL. 
This data check is called validation and can be run by State and 
AAA users. 

Variance When there has been a 10 percent change increase or decrease in 
report data from one year to another for selected data elements, 
this is called a variance. Variance rules are established by ACL and 
built into OAAPS. Users need to run a variance check and enter 
explanations for any variances. 
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